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ISA 315

|dentifying and Assessing the Risks of Material

Misstatement
Through Understanding the Entity and Its Environment

is one of the ISAs redrafted by the IAASB as part
of its Clarity Project.

>
i.\ Page 3 | Confidential



IAASB Clarity Project

In serving the public interest, the International Auditing and Assurance
Standards Board (IAASB) sets high-quality international auditing and
assurance standards.

The IAASB recognizes that standards need to be:
— Understandable,
— clear, and
— capable of consistent application.

These aspects of clarity serve to enhance the quality and uniformity of
practice worldwide.
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The Journey So Far

IAASB's Post implementation review of clarified ISAs

Development of ED-315 and
conforming amendments

IAASB approves
ED-315

March 2016 = Working Group established
September 2016 - Project proposal approved

Nov 2018-June 2019
development of final
proposals
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The Way Forward

Comments close November 2, 2018

[Planned effective date of standard] — Audits of financia
statements for periods beginning on or after December
15, 2020

AASB approved
D-315

Anticipated approval
of final standard

Further consideration by
IAASB about
implementation guidance
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Auditor’s Responsibilities for the Audit of the Financial Statements

Qur objectives are to obtain reasonable assurance about whether the financial

statements as a whole are free from material misstatement, whether due to fraud
or error, and to issue an auditor’s repnﬁ that includes our opinion.
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INTERNATIONAL STANDARD ON AUDITING 320

MATERIALITY IN PLANNING
AND PERFORMINGAN AUDIT

(Effective for audits of financial statements for periods
beginning on or after December 15, 2009)
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What is
Materialit

. Objective
yin 8. The objective of the auditor is to apply the concept of materiality
Audit? appropriately in planning and performing the audit.

Definition

9. For purposes of the ISAs. performance materiality means the
amount or amounts set by the auditor at less than materiality for
the financial statements as a whole to reduce to an appropriately
low level the probability that the aggregate of uncorrected and
undetected misstatements exceeds materiality for the financial
statements as a whole. If applicable, performance materiality also
refers to the amount or amounts set by the auditor at less than the
materiality level or levels for particular classes of transactions,
account balances or disclosures.
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Documenting Materiality- ISA 320

Documentation

The auditor shall include in the audit documentation the following
amounts and the factors considered in their determination®:

(a) Materiality for the financial statements as a whole:

(b) If applicable, the materiality level or levels for particular
classes of transactions, account balances or disclosures.

(c) Performance materiality, and

(d) Any revision of (a)-(c)as the audit progressed.
;i * ISA 230. "Audit Documentation." paragraphs 8-11, and A6.

i
H
i

\ Page 10 | Confidential



What is a 'misstatement’ sL-—i¥)?

The term 'misstatement' is not defined in ISA 315,

but in ISA 450, Evaluation of Misstatements Identified During the
Audit, which contains this definition:

'a difference between the amount, classification, presentation or disclosure of a
reported financial statement item and the amount, classification, presentation or
disclosure that is required for the item to be in accordance with the applicable

financial reporting framework.

A tolerable misstatement is the amount by which a financial statement line item
can differ from its true amount without impacting the fair presentation of the entire
financial statements.

The concept is used by auditors when designing audit procedures to examine the
financial statements of a client.
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What is a 'misstatement’ s—ki¥|?

Misstatements can arise from fraud or

error.’
In other words, a misstatement arises where there is a

(or show a true and fair view).
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What is a 'misstatement'?
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ISA 315 Requirements from Auditor

Discuss the B of the entity's financial statements to
material misstatement, and that the engagement partner
determines which matters are to be communicated to the rest
of the audit team.

The Discussion should place emphasis on any indicators that
the financial statements may be at risk of material misstatement
due to fraud. (ISA 240.15) This discussion, and the significant
decisions reached must be documented.

-
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ISA 315 (Revised) Exposure Draft (ED-315)

Approved in June 2018:

* Includes conforming amendments to other ISAs — conforming amendments to

approved ISA 540 (Revised) posted in August 2018
Comments close November 2, 2018

Project objectives:

To establish a more appropriate risk assessment, including a focus on scalability
To deal with rapidly changing business and audit environment (technology)

To enhance the application of professional skepticism when performing risk
assessment procedures

To clarify the nature and extent of the auditor's understanding of internal control

Development of non-authoritative guidance / tools to support implementation (as
appropriate)
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- Auditing Accounting Estimates, Including Fair Value

Accounting Estimates, And Related Disclosures

This International Standard on Auditing (ISA) deals with the
auditor’s responsibilities relating to accounting estimates,
including fair value accounting estimates, and related
disclosures in an audit of financial statements. Specifically, it
expands on how ISA 3151 and ISA 3302 and other relevant
ISAs are to be applied in relation to accounting estimates. It
also includes requirements and guidance on misstatements of
individual accounting estimates, and indicators of possible
management bias.
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What Should | Know

Ilterative nature of standard

= |SAs are written in linear manner - many aspects of ED-315 interconnected and
often performed by auditors in an iterative manner

* Firms may have different approaches - for example, the order in which risks
of material misstatement, the significant classes of transactions, account
balances or disclosures, a relevant assertions are identified.

New introductory paragraphs provide a summary of the flow of the standard also
highlighting its iterative nature

Flowcharts have been developed as guidance for the flow of the standard - IAASB
website
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ISA 315 (Revised) ldentifying and Assessing the Risks of Material Misstatement

Through the performance of risk assessment procedures, obtain an understanding of:

Para's 17-22

Applicable financial Entity's system of Refer to a separate
reporting framework internal control flowchart for the detail
understanding of the

T s e
i

|

Entity and its environment
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Applicable financial Entity's system of Refar to a separate
reporting framework internal control tlowichart for the detall
understanding of the

Entity and its environment
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Identified risks of materlal misstatement
at the financial statement level

Identified risks of material missttatement at
the assertion level

L

Evaluate the nature
and extent of their
pervasive effect on
the financial
statements to provide
a basis for overall
response

Fara. 4T(b)

Para. 47(a)

ldentify material but
not significant
COTAED
(l.e. no relevant
assertion)

Determine significant COTABD and their
relevant assertions*

\J i |

Y

Assess inherent risk
by asseszing
likeliheod and
magnitude

Assess Control Risk

Plan to test OE:
=+ Control risk less
thar maximim

Do not plan to test DE:
— Control risk at
TIEKIMLM

Standback
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Evaluate the nature
and extent of their
pervasive effect on
the financial
statements to provide
a basis for overall
response

Assess inherent risk
by assessing
likelihood and
magnitude

Assess Control Risk

Plan to test OE;
—+ Control risk less
than I1'-i-|IiII'-lI"I

Do not plan to test OE:
= Control risk at

Maximum

Acronyms:

Notes

* The determinatiom of significant COTABD, SR and RSPA, in particular, affect the the requimd understanding of the enti

**The risk assessment proces

s 8 dynamic and iterative process of

thering, updating and anabying information and contin

stem of intarnal contral,

= throughout the audit.




ISA 315 (Revised) - Overall

«  General
— Scalability
o  Application matenal included for entities that are both ‘smaller and less complex’
o Removed specific ‘considerations specific to smaller entities’ - built into text as appropriate
—~ Automated tools and techniques (including data analytics)
o  Application matenal provide examples of how automated tools and techniques are being used
o  The broader term 'automated tools and techniques’ is used versus ‘data analytics'
— The auditor's considerations relating to fraud
o  Throughout the standard
o  New introductory paragraphs highlights and included in new concept of inherent nsk factors
— Professional skepticism

o ED-315includes key provisions to enhance the audttor's exercise of professional skepticism

i~
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Key Enhancements

Risk Assessment Procedures

« Performed to provide a ‘sufficient and appropriate’ audit evidence as the basis for
identifying and assessing risks of material misstatement

Understanding the Entity and its Environment

« Enhanced understanding, more focus on the entity's

— Business model

- Useof IT
« Interaction of this understanding with inherent risk factors
Understanding the Applicable Financial Reporting Framework

« QGreater focus on importance of financial reporting in identifying risks of material
misstatement
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SA 315 (Revised) — Overview of the Inherent Risk Assessment Process

Understand the Entity and Understand the Applicable
Its Environment FRF

An applicable financial Identify Significant Classes of
reporting framework is Transactions, Account Balances and
the set of rules used as Disclosures; Relevant Assertions

guidelines in the
preparation of financial
statements. The
framework used is
typically based on the
type of business and
where it is located, as
well as the applicable Identify Significant
laws Risks

Spectrum of Inherent Risk




SA 315 (Revised) - Understanding the Entity's System

of Internal Control

Definitions Components of Internal Control

New Revised ,
1. Control environment
Application controls Controls
General IT controls Access controls (glossary) grg cr;sentltys Lo e Lo

IT environment _ _
3. The entity’s process to monitor

the system of internal control

4. The information system and
»  Maintained the 5 components of internal control communication

— Enhanced as necessary to align with COSO

»  Controls definition
— Recognizes ‘less formalized’ policies and procedures (scalability)

rae—
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SA 315 (Revised) - Understanding the Entity's System

of Internal Control

» More specificity about what ‘controls relevant to the audit means
— Clarifying when evaluating the design of controls and determining whether
implemented (D&l) is required
« Clarified the work effort in relation to: D& I = Design & Implementation
— Understanding each component of the system of internal control

— Understanding the information system, including information system controls
relevant to financial reporting

o Application material provides guidance to distinguish ‘information system controls’ from
‘controls relevant to the audit’

— Application controls and general IT controls relevant to the audit

« Enhanced responsibility to identify and determine further action if necessary
relating to deficiencies in the system of internal control in relation to all the

components

rae—
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SA 315 (Revised) - Understanding the Entity's System
of Internal Control

‘Indirect’ Controls ‘Direct’ Controls

|

CE=Ctrl Env
RA= Risk Assess
M= Monitoring

Primarily IS= Information

System
CA= Control Activity

Risks @ Financial

Risks @ Assertion level
Statement level mﬂuence @

(”” Controls relevant to the audit (that respond to risks @ assertion Ieveﬁ
(apply criteria specified)

v

GITC= General IT @ﬂts relevant to audit

Controls (apply criteria specified)

l @ D&I on controls identified
e —

>
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Obtaining an Understanding of the Entity’s System of Internal Control - I5A 315 [Revised) Para. 2644
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[T = pe————— e p—— St . mettry o ek

Page 30 | Confidential



Re—

Jr—

*,

\

\

Obtaining an Understanding of the Entity's System of Internal Control - ISA 315 (Revised) Para. 25-44

INDIRECT CONTROLS

Entity’s process to monitor the
system of internal control

DIRECT CONTROLS

Understanding of the control environment
relevant to FR as per:

L — 1

Understanding of the entity's sk
assessment process, including the extent to
which it is formalized, as per:

Understanding of the entity's process to
muonitor the system of internal control,

including the axtent to which it is formalized,

as par:

Understanding of the IS relevant to FR,
including the related business procasses, the
IT enwironment, and how the entity
communicates FR roles

36 and 3T

Identify controls relevant to the audit as
listed in para. 39

L —=— 1

Identify IT applications relevant to the audit:
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Obtain an
understanding,
including the
entity's use of IT

Idantify IT applications relevant to the audit:

Identify:

Far IT applcations and other aspects of
the IT enwironment relevant to the audit:
(a) Risks arising from IT

(b) Genaral IT controls

Evaluate

Evaluation of control environmiant,
including whether it provides an
appropriate foundation for the other

components of the system of I0:

Evaluate the appropriateness of entity's
risk essessment process:

L = 1

D& - IS controls relovant to FR:

Dé& - Controls relevant to the awdit:
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Dé&d - IS controls relevant to FR: IDé&d - Controls relevant to the audit:

statement level

Possible identification of risks of material misstatement at the financial

2. IS - Information system

Based on understanding of & components, determi
deficiencies hawe been identified and consider the implications for the
audit, including the requirement to communicate deficiencies in internal
conirol to TOWE in accordance with ISA 265 (Revised)

3. IT - Information technology 4. TCWG - Those charged 5. IC - Internal control
with governance

The output contributes to identification and assessment of ROMMs at
assartion level and the auditor's design of further audit procadures. The
auditor may plan to test the operating effectiveness of controls, which
affects the auditor's control risk sssessment

6. FR - Financial reporting T. D&d: Evaluate the design of
controls and determine whather

they have bean implemented
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ISA 315 (Revised) - The Auditor's Understanding of the IT Environment and the Identification of General IT Controls Relevant to the Audit

Understand the entity’s information system relevant to
financial reporting
This includes

(a) How information relating to significant COTABD flows through the
15

(b) Accounting records related to (a)

(c) Financisl reporting process used to prepare entity FS from records
in (b}

Pare's 35(aj-{c)

‘

-] ufrlstructub

Understand the entity's IT environment related to para's

35(a)-35(c)

Applications -

Evaluate the design of the
IS controls, by
understanding how

%

matters in para's 35(a)-(d)
are addressed and .
implemented Based on understanding of para. 35(d), and the
identification of controls relevant to the audit in accordance
with para. 39, identify IT applications and other aspects of
“ the entity's IT environmeant relevant to the audit.
This includes IT applications that address:
e RSO,
e
;“ ;/ JE— (a) Automated controls that management is relying on, and that the
H ~4 auditor has determined to be relevant to the audit i .
5 {hl Maintenanes nf the intedgrity nf infarmatinn stared and nmessead B 35 | Confidential



This includes IT applications that address:

(a) Automated controls that management is relying on, and that the
auditor has determined to be relevant to the audit

(b] Maintenance of the integdrity of information stored and processed
in 15 that relates to significant COTABD

(c) System generated reports on which the suditor intends to rely
without testing inputs & outputs

{d) Controls that address RSPA L

Mo IT applications IT applications
relevant to the relevant to the
audit. audit

No requirement to identify GITCs or evaluate For IT applications and other aspects of the IT
the D&l of GITCs environment that are relevant to the auwdit,
identify

(&) Risks arising from the use of IT
(b} LELEE relevant to the audit.

N e
Cusomers  Business
Fariness, Vondoes alc.

— "'\-\.H\
/ GITCS Incluge controls \‘-.
| over the entity's IT

procasses

/

-

| — — GITCs definition

|

| Caontrols related to the IT environment that support

| the effective functioning of application controls or the
|

integrity of information by helping to maintain the
continued operation, as designed, of the entity's I5.

4
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Evaluate the D& of controls, including GITCs,
relevant to the audit

The output contributes to the identification and assessment of ROMMs at the assertion level and the auditor's design
of further audit proceduras.

The auditor may plan to test the operating effectiveness of contrels, including GITCs, which affects the auditor's control
risk assessmont in accordance with para. 50 of ISA 315 (Revisad).

ACRONYMS

1. COTAED - Classes of transactions, account balances or disclosures

2_ 15 - Information spstem

3. D&l . Evaluste the design of controls. and debemmine whethar they hae
been implemeried

4. RSP - Risks of matenal misstoterment for which substantive
procedurss alone do not provide sufficient approprizbe audit evidenoe

5. IT - Information technology

&. F3 - Financial statsments

7. GITCs - Genesal [T controls




ISA 315 (Revised) - Identifying and Assessing Risks of
Material Misstatement

st bl e 2

New Revised 1. Complexity
Inherent risk factors Assertions 2. Subjectivity
3. Uncertainty
Relevant assertion Significant risk
4. Change

Significant classes of transactions,

acisliftbalanaos of distioatifas 5. Susceptibility to misstatement due to

management bias or fraud

Key change in assessing risk of material misstatement

Separate assessment of inherent risk and control risk

Concept of ‘spectrum of inherent risk’

The degree to which inherent risk varies, is referred to as the ‘spectrum of inherent risk’ —
consider likelihood and magnitude of material misstatement to determine where on the

spectrum the risk lies

[~
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A 315 (Revised) - Significant Risks

Significant risk definition — An identified risk of material misstatement:

For which the assessment of inherent risk is close to the upper end of the spectrum of inherent risk due
to the degree to which one or a combination of the inherent risk factors affect the likelihood of a
misstatement occurring or the magnitude of potential misstatement should that misstatement occur; or

That is to be treated as a significant risk in accordance with the requirements of other ISAs

Y *
E * X Significant risks — Other ISAs
X % *
8 ISA 240 — para. 27
5 Presumption that there is a risk of fraud in revenue
% Y e & recognition
] * ISA 550 — para.18
g * Identified significant related party transactions outside
5 * * the normal course of business
=

Likelihood for a material misstatement to occur

S
[ “4 -
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SA 315 (Revised) - Identifying and Assessing Risks of

Identify

INHEREN

Material Misstatement

TRISK

of controls

/;.M RoMM at assertion level \\
"™ o controte

CONTROL RISK

//’

inherent risk based on
sonable possibility of

Preliminary assessment of
material mis:

Assess

|

_4

l

Identify controls relevant to the audit
(that address identified RoMMs)

Evaluate design and determine

‘rea
s J “Ed : implm.ﬂ“ﬁ“ of controls relevant to the
guess™
SCOTABDS and relevant ]
assartions

—\

Assess inherent risk

Assessment based on |
magnitude

Using Inherent Risk Factors

\\

ikelihood and




What else is new or revised?

NEW stand-back requirement — i.e., no relevant assertion(s) for a class of
transaction, account balance or disclosure

Material classes of transactions, account balances or disclosures

— |ISA 330 para. 18 maintained; linked to stand back on non-significant classes of
transactions, account balances or disclosures

— Conforming amendments to ISA 330 paragraph 18
— Specific question in ED-315 whether still need this requirement

Application material explains interaction of relevant assertions and significant
classes of transactions, account balances or disclosures and how they are used in

identifying risks

R

{ -
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Other Matters

* Documentation

ISA 230 paragraph 8:
— More specificity relating to controls The auditor shall prepare audit documentation
relevant to the audit that is sufficient to enable an experienced

. auditor, having no previous connection with the

— l|dentified and assessed ROMM - audit, to understand:
including significant risks and the (a) The nature, timing and extent of the audit
rationale of related significant procedures performed to comply with the
judgments ESAs_ and app.llcabie legal and regulatory

requirements;

— Although limited changes to (b) The results of the audit procedures
documentation requirements, performed, and the audit evidence
IAASB of the view that enhanced olf)ta!ned, S . :

; ) . (c) Significant matters arising during the audit,
requirements  will require more the conclusions reached thereon, and
specific documentation, as a result significant professional judgments made in
of the requirements of ISA 230 reaching those conclusions.

>
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THANK YOU

Any Questions???
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